# Cryptography Homework 4

## Required Reading

Cryptology 4 slides

## Computing Keys

This lab allows us to play with the math behind RSA encryption. It is “schoolbook RSA”, and is \*not\* safe to use for encrypting data outside of teaching labs and CTFs. Remember that real RSA protects itself against attacks using PKCS#1 hashing and padding.

To gain more practice in Python, we will compute exponents (d, in the slides) for a private key modulo Λ(n), Φ(n), and n. The first two should work, and the last one using modulo n should not (if it did, RSA would be broken.) We will use the procedure below for all three attempts. Fill in your results in the Turn In section.

### Alice Generates a Key

1. Use prime numbers p = 131 and q = 157
2. Compute n = p \* q
3. Compute either
   1. Λ(n) = lcm((p – 1)(q – 1)) OR (your choice)
   2. Φ(n) = (p – 1)(q – 1))
4. Pick a small number for e, for the public key
5. Compute gcd(e, Λ(n)) or gcd(e, Φ(n)), depending on what you did in step 3. The GCD must equal 1, which means e and Λ(n) or Φ(n) are relatively prime.
6. Compute the number, d, for the private key from d = findModInverse(e, Λ(n)) or d = findModInverse(e, Φ(n) ). Note: if findModInverse runs, but does not give you a value for d, it probably means that the GCD is not 1.
7. Alice gives public key [n, e] to Bob, keeps private key [n, d] secret

### Bob Encrypts a Message

1. Pick an integer, plaintext, that is less than n, that will represent Bob’s message. We will pretend that it decodes into a few ASCII letters.
2. Bob encrypts m with Alice’s public key using ciphertext = pow(plaintext, e, n)
3. Bob gives ciphertext to Alice

### Alice Decrypts the Message

1. Alice computes plaintext = pow(ciphertext, d, n)
2. The answer should be the same as the plaintext Bob started with

## Repeat with n, doomed to failure

Let’s assume that an attacker has n and e from the public key, but they do not have p or q so they cannot compute Φ(n) or Λ(n). Since they are wishful thinkers, they try to compute the private exponent d using findModInverse(e, n). This should fail miserably. If it succeeds, it would mean that RSA encryption doesn’t work.

What does failure look like? If you encrypt a message and then try to decrypt it using an incorrectly computed d, the decrypted message will be entirely different from the original message.

# Turn in

This data is the same for both attempts:

p = 131

q = 157

n = \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ p\*q

### Attempt 1, using Λ(n) or Φ(n) (this should work—decrypted = original plaintext)

Λ(n) or Φ(n) = \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ lcm(p-1, q-1) or (p-1)\*(q-1)

e = \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ pick this yourself

gcd(e, Λ(n)) or gcd(e, Φ(n)) = \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ must equal 1. If not, pick a new e

d = \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ findModInverse(e, Λ(n)) or findModInverse(e, Φ(n))

public key [n, e] \_\_\_\_\_\_\_\_\_\_\_\_\_\_

private key [d, e] \_\_\_\_\_\_\_\_\_\_\_\_\_\_

plaintext integer \_\_\_\_\_\_\_\_\_\_\_\_\_\_ pick this yourself, < n

ciphertext integer \_\_\_\_\_\_\_\_\_\_\_\_\_\_ pow(plaintext, e, n)

decrypted integer \_\_\_\_\_\_\_\_\_\_\_\_\_\_ pow(ciphertext, d, n)

### Attempt 2, using n (this should fail—decrypted not equal to plaintext)

n = \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ n, same as above

e = \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Use the same e that you did in Attempt 1

d = \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ findModInverse(e, n)

public key [n, e] \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

private key [d, e] \_\_\_\_\_\_\_\_\_\_\_\_\_\_

plaintext integer \_\_\_\_\_\_\_\_\_\_\_\_\_\_ Use the same plaintext that you used in Attempt 1

ciphertext integer \_\_\_\_\_\_\_\_\_\_\_\_\_\_ pow(plaintext, e, n)

decrypted integer \_\_\_\_\_\_\_\_\_\_\_\_\_\_ pow(ciphertext, d, n)

## Notes

The formula for Λ is Λ = lcm(p-1, q-1). The lcm function is not in the cryptomath.py file from <https://nostarch.com/download/CrackingCodesFiles.zip>. You can add it if you like, or just manually use this formula for lcm(a, b).

(a \* b)//gcd(a, b)

This works for lcm(a, b):

![](data:image/png;base64,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)

def lcm(a, b):

# Return the Least Common Multiple of a and b

if a and b:

return abs(a // gcd(a, b) \* b)

else:

return 0

## Python Hints

When you import a file into Python, you do not use the extension. You use this statement to import the file cryptomath.py:  
 import cryptomath  
If you import cryptomath that way, you have to preface every function call with cryptomath, for example:  
 cryptomath.gcd(a, b)

To lessen the typing load, you can import the file this way:  
 import cryptomath as cm  
Then call functions this way:  
 cm.gcd(a, b)

To lessen the typing even more you can import the functions you want by name:  
 from cryptomath import gcd, lcm  
Then you can call them without a prefix:  
 gcd(a, b)  
 lcm(a, b)